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Summary

The blockchain is a distributed ledger that records all transactions and opera-
tions in a shared manner. Public blockchains such as Bitcoin realize decentral-
ization at the cost of mining overhead, which is not suitable for real-life scenarios
requiring high throughput. Techniques such as the consortium blockchain
improve efficiency through partial decentralization. However, the consensus
algorithms used in the existing state-of-the-art consortium blockchains face
many challenges when dealing with commercial applications. For example, the
high communication overhead hinders the scalability of PBFT-based consensus
algorithms even though they are efficient at small scale. Hashgraph, one of the
most popular Directed Acyclic Graph-based (DAG-based) consensus algorithms,
achieves good performance in scalability; however, it does not allow users'
dynamic participation. To deal with these challenges, we propose Jointgraph,
a Byzantine fault-tolerance consensus algorithm for consortium blockchains
based on DAG. In Jointgraph, transactions are packed into events and validated
by no less than 2/3 of all members. A supervisor is introduced in our design,
who monitors member behaviors and improves consensus efficiency. Simulation
results demonstrate that Jointgraph outperforms Hashgraph in both throughput
and latency.

KEYWORDS

blockchain, byzantine fault-tolerant, consensus algorithm, DAG, supervisory

1 INTRODUCTION

In general, current blockchain systems can be broken down into three categories: the public blockchain, the private
blockchain, and the consortium blockchain.1-3 The significant differences among these three types are the require-
ments toward participants: for the public blockchain, everyone can take part in the consensus process while the private
blockchain only allows participants from a particular organization. The consortium blockchain is in the middle of these
two: usually, a group of pre-selected users from several organizations will dominate the consensus process.4,5 The pri-
vate and consortium blockchain are regarded as not fully decentralized because only particular users can take part in
managing the chain.

For public blockchains, the more nodes, the higher the security and fairness of the system, which leads to the reduced
efficiency of the system. As the most representative public blockchain system, Bitcoin6,7 can only process seven trans-
actions per second, and Ethereum8,9 can merely process 10-20 transactions per second. Both Bitcoin and Ethereum

Softw: Pract Exper. 2019;1–13. wileyonlinelibrary.com/journal/spe © 2019 John Wiley & Sons, Ltd. 1

https://doi.org/10.1002/spe.2748
http://crossmark.crossref.org/dialog/?doi=10.1002%2Fspe.2748&domain=pdf&date_stamp=2019-09-05


2 XIANG ET AL.

encounter challenges of high transaction costs, long confirmation times, and poor scalability. According to BTC.com, in
2017, the number of transactions of Bitcoin was only about 30 million, while the real-life e-commerce systems normally
require much more capacity than that. For example, on November 11, 2017, Alipay completed 1.48 billion transactions.10

Moreover, many public blockchain projects build platforms first and then look for application scenarios, which extended
the gap between their system and practical applications of public blockchains.

The consortium blockchain weighs between decentralization and efficiency. It is partially decentralized and with higher
throughput. The number of participants for the consensus process is specified, and the identity of the participants is
known to each other. Compared with the public blockchain, the consortium blockchain has advantages in high availabil-
ity, high performance, programmable ability, and privacy protection. The consortium blockchain makes the system more
efficient and cost-effective.11,12 Moreover, it is easier to apply in real-life scenarios. In addition, one of the essential features
of the consortium blockchain, compared with the public blockchain, is its support toward node access control and national
security standards. As a fundamental component supporting distributed commerce, the consortium blockchain is capa-
ble of dealing with multiparty co-operation. An internal ecosystem with significantly increased efficiency can be built by
adopting the forms of consortium blockchains. For example, the consortium blockchain is suitable for the commercial
transactions between organizations, similar to the transfer and payment between banks. There are several representative
consortium blockchain systems such as Hyperledger13 and the R3 (www.r3.com). Hyperledger is an open source project
launched by the Linux Foundation in 2015, attracting Huawei and Tencent Cloud, Baidu Finance, Samsung, IBM, Intel,
Fujitsu, Cisco, Redhat, Oracle, and many other companies. At present, there are more than 200 member companies in
Hyperledger. The R3 is established in September 2015, which is an enterprise software firm working with a network of
over 200 financial institutions, regulators, trade associations, professional services firms, and technology companies to
develop on Corda,14 the blockchain platform designed specifically for businesses.15

Despite the popularity, the consensus algorithms used in the existing state-of-the-art consortium blockchains are still
far from successfully meeting all the needs of commercial applications. For example, the unaffordable communication
overhead of the PBFT-based consensus algorithms restricts system performance in large-scale environment.16-18 To solve
the scalability problem, Algorand19 uses a verifiable random function to select a committee of nodes that participate in a
novel Byzantine consensus protocol called BA*. This consensus protocol requires a high quality of network connectivity.
PHANTOM20 utilizes a DAG data structure of blocks, and it is a generalization of Satoshi's Proof-of-Work (PoW)–based
blockchain with faster block generation and larger blocks. Conflux21 consensus protocol represents relationships between
blocks as a DAG. It also operates with PoW mechanism. The block generator attempts to find solutions for PoW prob-
lems to generate blocks. Thus, both in PHANTOM and Conflux, the energy wasting PoW mechanism is stilled used.
Avalanche22 is a DAG-based PoW-free BFT protocol that does not incur quadratic message cost and can work without pre-
cise membership knowledge. However, for every single transaction in a node, votes should be sent through the network.
Meanwhile, in Hashgraph,23 one of the most popular DAG-based consensus algorithms, the consensus is determined by
the DAG data structure. Once a node holds the DAG, it can make a judgment on whether an event has reached consen-
sus, which means it does not need any more network communication for the consensus. However, there are some strong
assumptions in Hashgraph, for example, participants cannot be replaced flexibly.

Furthermore, the lack of supervisors makes existing blockchain applications face some thorny issues. For example, Bit-
coin anonymity can hide the identity of the user; WannaCry is a ransomware cryptoworm, which targeted computers
running the Microsoft Windows operating system by encrypting data and demanding ransom payments in the Bitcoin.24

Furthermore, Bitcoin is used for black market transactions such as buying drugs and arms. However, for the consor-
tium blockchain, the participants' access mechanism creates conditions for adding supervisors. A supervisor monitors
malicious behaviors. Moreover, he is able to improve the consensus efficiency.

In this paper, we propose Jointgraph, a mechanism for a supervisor to join the consortium blockchain to improve both
security and efficiency. The supervisor node in the proposed design is different from the traditional fully centralized center.
It is only a weakly centralized node that is responsible for collecting votes, taking snapshots, and replacing members. At
the same time, a DAG-based consensus algorithm is adopted in our design. The throughput of the consensus algorithm
increases a lot with the help of the supervisor, and the consensus delay is reduced as well, compared with Hashgraph.
The security of Jointgraph relies on the principle that the number of malicious nodes is less than n/3 (n is the number of
all nodes), which is a common assumption adopted by Byzantine fault-tolerant systems.

The major contributions of this paper are as follows:

• Consensus algorithm: We present a novel, efficient, and scalable DAG-based Byzantine tolerant25 consensus
algorithm, Jointgraph, for the consortium blockchain to build a partial order for the transactions.
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• Supervision protocol: We set a supervisor, which is a unique participant in Jointgraph. The supervisor can improve
the consensus efficiency, and he is mainly responsible for the members' behavior monitoring and replacing malicious
members. To release memory, the supervisor takes snapshots of the system state periodically.

• The results are validated via simulation: We present several sets of simulation experiments by comparing the
throughput and the consensus latency of the Hashgraph and Jointgraph in different scenarios (different number of
nodes, different number of failure nodes, and different network latency). Results show that Jointgraph outperforms
Hashgraph in both throughput and latency. Moreover, Jointgraph has better scalability than Hashgraph.

The rest of this paper is organized as follows. Section 2 illustrates the overall system model of Jointgraph, details includ-
ing gossip for communication, how to reach consensus, how to take a snapshot, and when to replace ordinary nodes. The
simulations and results are discussed in Section 3. Section 4 discusses the consistency, liveness, and security of Jointgraph.
Section 5 presents an overview of the related work, and Section 6 concludes the paper.

2 SYSTEM MODEL

The Jointgraph consensus is a Byzantine fault-tolerant algorithm, which is used for the nodes to reach an agreement of
their transactions. In Jointgraph consensus, transactions are packaged into events. The events are sent through a gossip
protocol, which means anyone could send events to a random node. There are two types of the nodes, namely the ordinary
node and the supervisory node. The ordinary node sends events and is responsible for the validation of other nodes'
events. They vote “YES” if the event passes the verification by adding the event to their Jointgraph. The supervisory node
is responsible for the collection of votes in the consensus process and determines the finality of events. Every member has
a copy of the Jointgraph, so one can calculate what vote the others would have sent to him. Members do not need to send
their votes, so zero bandwidth is used, beyond simply gossiping the events. The event finality is formally determined when
the supervisory node collected more than 2/3 of the nodes' “YES” votes. At the same time, it supervises the behaviors
of the ordinary nodes, identifies the malicious behavior, and is responsible for the system snapshot generation, ordinary
nodes replacement, etc.

2.1 Gossip for communication
A node will send all the events it has so far to a random node. Every node repeats sending events to different random
nodes all the time. In this way, if a single node issues an event, it will spread exponentially fast through the network until
every node gets it. Figure 1 is a Jointgraph, which is actually a DAG. Every member of the community keeps a copy of it
in memory. The vertexes in the Jointgraph are the events, which is a container for transactions. The event can optionally
contain zero or more transactions that the sender wants to issue. Each member in the community has one column of
vertexes. When member A receives events from member B, A issues a new event (event 1 in Figure 1), which is represented
by a vertex in A's column, with two edges going downward to the immediately preceding gossip events by A (event 2 in
Figure 1) and B (event 3 in Figure 1). There are two hashes in an event, which are the hashes of the self-parent and the
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other-parent. Event 2 and event 3 are the self-parent and other-parent of event 1, respectively. The Jointgraph is the gossip
history of all the members. It grows upward over time. Thus, lower vertices represent earlier events in history.

2.2 Consensus process
The normal situation: In Jointgraph, an edge from event A to event B means event A has verified event B. Moreover,
event B is a parent of event A. When a member receives an event from another member, he will verify whether the event
is valid. The verification includes whether the transactions are valid, whether the signature is valid, and whether the
hashes of self-parent and other-parent are valid. If the events cannot pass the verification, the receivers will dump the
events. As shown in Figure 1, event 1 is the other-parent of event 4 and the ancestor of event 5; we can say that both
members C and D have verified event 1. Thus, members C and D both vote “YES” for event 1. The finality of an event can
be confirmed if it is verified by more than 2/3 of all the nodes (including the supervisory node), and the votes are collected
by the supervisory node. In Figure 2, the dark vertexes are part of the consensus, and the light ones are not because the
dark vertexes are verified by at least three (the number of all nodes is four) members, and the votes are collected by the
supervisory node. As time goes by, the new coming events will verify the older ones, and every time the supervisor issues
an event, some more former event may become part of the consensus. The confirmation time of an event is mainly based
on the gossip frequency. The higher the frequency of the nodes sending events, the faster for an event to become part
of the consensus. The consensus algorithms run on the ordinary nodes, and the supervisory node are Algorithm 1 and
Algorithm 2, respectively. The consensus process in Jointgraph does not contradict that of the Hashgraph because both
of them are based on the gossip protocol. Moreover, once a node holds the DAG, it can both use these two processes
to determine whether an event has reached consensus or not. However, the consensus process of Hashgraph is much
more complicated than that of the Jointgraph. With the help of the supervisor, Jointgraph only needs one round voting,
whereas Hashgraph needs no less three rounds. If an event reaches consensus from the perspective of Hashgraph, it must
also reach consensus once it is sent to the supervisory node from the perspective of Jointgraph. In most instances, the
supervisory node becoming a malicious node is not considered because it is a weak centralized node that is responsible
for the supervision of the system. However, it may be hacked down and stop working. In this case, the consensus process
can still work with Hashgraph algorithm, which means if a node finds that the supervisory node is down, he can switch
to Hashgraph process to determine the finality of events until the supervisory node is online again.

Dealing with a fork: Firstly, we define the fork: The pair of events (x, y) is a fork if x and y have the same creator, but
neither is a self-ancestor of the other. If the creator sends event x to a neighbor and sends y to another neighbor, it may
cause double spending26 because the creator may spend his token twice in these two events, respectively. We call the node
that generates a fork a Byzantine fault node. Once a fork is found by any node, the node will not communicate with this
Byzantine fault node anymore. There are two situations of the fork when it is found: (1) neither of the two events in this
fork reaches consensus and (2) only one of the two events reaches consensus. Section 4 will prove that it is impossible
that both of the events in a fork can reach consensus. In the first situation, the node deletes the two events and all their

FIGURE 2 The consensus process
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children events. Meanwhile, in the second situation, the node only deletes the event that does not reach consensus and
all its children events. In both of the above situations, the events from honest nodes would be deleted with the fork too.
Thus, if a malicious node continues to create forks, although this attack could be found, the system would stop working
because the events from honest nodes would be deleted and never reach consensus. However, in Jointgraph, which is a
consortium blockchain, every participant knows each other. Moreover, they have no motive to attack the system because
they will get nothing but be caught easily. Once a participant is found to have launched a fork attack, he will be kicked
out of the consortium (an honest one can do this simply by removing this malicious node from his neighbor list), and all
the honest participants will not communicate with him anymore. According to the assumption, there are no more than
1/3 of malicious participants in total. Thus, in the worst case, all the malicious participants are kicked out, and then, the
system runs normally with guaranteed liveness.

2.3 Take a snapshot
The system state is represented as the tokens' amount that every account holds. Every node may have different system
state from his view because some nodes may not receive the latest event. However, from the perspective of one same event,
the system state before that event would be the same for every node. As time goes by, the Jointgraph will keep growing.
A snapshot of the Jointgraph must be taken periodically to release memory. It can be done by the supervisory node. As
shown in Figure 3, there are two types of special events that are issued by the supervisor node for snapshots, namely the
snapshot event and the storage event. The snapshot event is the point at which the supervisory node takes a snapshot of
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the state of the system from the perspective of this event, every node has the same system state). The snapshot event is not
part of the consensus at the beginning it is chosen, so nodes cannot store the snapshot in the snapshot event itself. The
supervisory node will wait for it to be part of the consensus. Once the snapshot event is confirmed by the supervisor node
through issuing another event, the supervisory node immediately stores the snapshot in that event and calls it the storage
event. Moreover, after the storage event becomes part of the consensus, we can delete the events that are the ancestors
of the snapshot event. Thus, the memory is released. The Jointgraph (just a graph) kept in memory does not contain the
transactions. It only contains the event header, which includes the event ID and the hashes of its parents. Furthermore,
with the help of the snapshot mechanism, the Jointgraph kept in memory will not grow infinitely. Therefore, the space
complexity is O(m), in which m is the number of the events on the Jointgraph after the last snapshot.

2.4 Replace an ordinary node
When the supervisory node finds an ordinary node A needs to be replaced by another node (maybe the ordinary node
A becomes a malicious node or for some other reasons), it will issue a special event called a member replacing event to
claim the replacement. Once the ordinary nodes receive this special event, they will never send events to node A or receive
events from it. Moreover, they will add the new node to their neighbor list. As shown in Figure 4, after ordinary node A

FIGURE 4 Replace an ordinary node
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issues event 1, it is replaced by ordinary node D. Event 1 is the last valid event ordinary node A sends. However, before
ordinary node B receives the member replace event, he receives event 4, which is an invalid (but he does not know that
it is invalid) event from ordinary node A. He then issues a new event (event 6) and set its other-parent as event 4. Then,
he receives event 5 and event 7 from ordinary node D and knows that ordinary node A has been replaced by ordinary
node D since event 1. Thus, he sets the self-parent of event 8 as event 3 instead of event 6 and deletes the invalid event 4
and event 6 from his Jointgraph.

3 SIMULATION EXPERIMENTS

This section contains several sets of simulation experiments by comparing the throughput (eps, event per second) and
the latency (ltc, the average time for an event to reach the consensus) of Jointgraph and Hashgraph in different situations
including different number of nodes, different number of failure nodes, different event sending interval and different
network latency. Each node is simulated as a Java thread, and we set different event sending intervals to represent the
event propagation time.

• Impact of the number of all nodes
We first study the impact of the number of all nodes on the throughput and latency of Jointgraph and Hashgraph. We
run our simulator for different numbers of nodes ranging from 4 to 50. Each simulation runs independently. Firstly,
the event sending interval is set to 200 milliseconds. Then, the event sending interval of each node is set to a random
value ranging from 200 to 500 milliseconds. The results are shown in Figures 5A to 5D. Our results suggest that the less
the event sending interval, the higher the throughput and the lower the latency for both Jointgraph and Hashgraph.
To analyze the scalability of Jointgraph, we add the nodes up to 150 because we think that 150 nodes are enough for a
consortium blockchain. In this simulation, the number of nodes is set to 10, 20, 30, … , 150, respectively. The results
are shown in Figures 5E and 5F, which suggest that with the number of nodes increases, the latency is higher. The
latency of Jointgraph is relatively stable, while when the number of nodes is greater than 120, the latency of Hashgraph
has a dramatic increase. The throughput of Jointgraph reaches a peak when the number of nodes is around 90. When
the number of nodes is greater than 90, the throughput of Hashgraph has a sharp drop, while Jointgraph can still work
normally even when the number of nodes is 150 (the throughput of Jointgraph is about 60 eps while Hashgraph is only
about 3 eps). Moreover, in a relatively stable network without the failure nodes, Jointgraph outperforms Hashgraph in
both throughput and latency in all the above simulations.

• Impact of the number of failure nodes
We then study the impact of the number of failure nodes on the throughput and latency of Jointgraph and Hashgraph.
The number of the nodes is set to 50, and we run our simulator for different numbers of failure nodes ranging from
1 to 15 (15 < 50/3). The event sending interval is 200 milliseconds. Each simulation runs independently. The results
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are shown in Figure 6. Our results suggest that the more the failure nodes, the lower the throughput and the higher
the latency. Moreover, Jointgraph is much less affected than Hashgraph in latency. With the failure of several nodes,
Jointgraph outperforms Hashgraph in both throughput and latency.

• Impact of the event sending interval
We now study the impact of the event sending interval. The number of the nodes is set to 50, and we run our simulator
for different event sending interval ranging from 100 to 2000 milliseconds. Each simulation runs independently. The
results are shown in Figure 7. Our results suggest that the latency is positively related to the event sending interval
and Jointgraph is much less affected than Hashgraph in latency. Moreover, Jointgraph outperforms Hashgraph in both
throughput and latency no matter what the event sending interval is.

• Simulations in more complex situations
At last, we perform simulation experiments in more complex situations. The numbers of nodes range from 4 to 50. If a
node waits for events more than 500 milliseconds from a neighbor, he will ignore these events and request events from
another node. In the first situation, the event sending interval of each node is set to a random value ranging from 100
to 1100 milliseconds, while in the second situation, it is set to a random value ranging from 100 to 1600 milliseconds

http://wileyonlinelibrary.com
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(the network delay of the second situation is larger than the first). The results are shown in Figure 8, which suggest
that as the network delay increases, the Jointgraph is less affected and outperforms Hashgraph in both throughput and
latency.

4 DISCUSSION

In this section, we first discuss the correctness of Jointgraph, including the consistency and liveness. Then, we discuss the
security by analyzing the resilience to several attacks including double spending attacks, Dos attacks,27 Sybil attacks,28

and Eclipse attacks.29

Consistency: We will prove that the double spending can never succeed, and only one of the events in a fork could be
valid, which proves the safety of Jointgraph. In this proof, we assume that there are n members (n > 4), more than 2/3
of which are honest and less than 1/3 of which are not honest (could be offline for a long time or make forks). It is also
assumed that the asymmetric encryption algorithm for digital signatures is secure, so signatures cannot be forged. We
also assume that the hash function is secure and hash collisions can never be found.

The proof is by contradiction. Suppose event (x, y) is a fork and both x and y are accepted by more than 2/3 of all the
ordinary nodes, and the finality is confirmed by the supervisory node. In this case, if there is a double spending in this
fork, the attack succeeds because both of the two events are part of the consensus. However, for honest nodes, they will
either accept x or y, while for the malicious nodes, they may both accept x and y. Suppose the number of malicious is f
and the number of the honest nodes that accept event x is h1, the number of the nodes that accept event y is h2. Then,

|
|
|
|
|
|
|
|
|

h1 + h2 + 𝑓 ≤ n

h1 + 𝑓 > 2∕3n

h2 + 𝑓 > 2∕3n.

(1)

From Equation (1), it is figured out that f > n/3, which contradicts the assumption that f < n/3. Thus, it is impossible
that both event x and y are valid.

According to the proof above, only one event from the fork can be valid, which means that Jointgraph can prevent the
double spending attacks, and it is consistent. Furthermore, if the fork is found by the supervisory node, the fork creator
would be kicked out of the consortium or replaced by another ordinary node.

Liveness: Liveness means that valid events made by honest nodes will always reach consensus. In Jointgraph, an event
must reach the supervisory node first, and then, the supervisory node can determine whether it has reached consensus
by collecting the votes it gets. The event can get a “YES” vote from the node it reaches. Thus, if an event can reach all the
nodes, it can get supermajority “YES” votes from all the honest nodes. The supervisory node collects these votes when the
nodes send events to it. Actually, the gossip-based dissemination can make the events get spread exponentially fast through
the network. The time complexity for the supervisory collecting votes is related to the gossip protocol. According to our
design, the supervisory node collects votes by receiving events from the ordinary nodes through the gossip. In general,
it takes O(logN) rounds to reach all nodes, where N is the number of nodes.30 Therefore, the time complexity for the
supervisory collecting votes is also O(logN). The gossip protocol guarantees that any event from an honest node can reach
all the honest nodes eventually, which proves that those valid events made by honest nodes will always reach consensus.
As described in Section 2.2, Jointgraph is a consensus algorithm for the consortium blockchain, and the liveness can still
be guaranteed even there exists fork attacks.

Security: To launch a double spending attack, the malicious node needs first to make a fork in Jointgraph and then
spend the same token in this fork twice. However, in Section 2.2, we have explained how to deal with the fork to guarantee
the consistency of Jointgraph, which indicates that double spending attacks can be prevented in Jointgraph. For Dos
attacks, the attacker makes a node unavailable to its intended users by temporarily or indefinitely disrupting services.
Therefore, if the attacker aims at an ordinary node, the consensus process will not be affected because we could treat the
victim as a failure node, and the simulation about the “impact of the number of failure nodes” above has proved that
if the number of failure nodes is less than 1/3 of all the nodes, Jointgraph can still work and outperform Hashgraph. If
the supervisory node is hacked down and stop working by Dos attacks, the ordinary nodes cannot determine the finality
of an event by the votes collected by the supervisory. However, the consensus process of Jointgraph does not contradict
that of Hashgraph, which means the ordinary nodes can switch Jointgraph to Hashgraph before the new supervisory
is online again. For Sybil attacks and Eclipse attacks, the attackers need to manipulate a large number of nodes. While
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under the assumption that the number of malicious nodes is less than 1/3 of all the nodes and in a consortium blockchain
environment, the attackers cannot have so many identities because there is always an access mechanism for choosing
ordinary nodes. Therefore, Jointgraph can resist Sybil and Eclipse attacks.

5 RELATED WORK

DAG-based blockchains: Researchers have proposed several consensus algorithms over DAG-based blockchains, includ-
ing Hashgraph, Byteball,31 IOTA,32 PHANTOM, Conflux, etc. Hashgraph is proposed for replicated state machines with
guaranteed Byzantine fault-tolerance. The nodes send transactions through a gossip protocol, in which the participants
not only gossip about transactions but also gossip about the gossip history (This is called gossip about gossip). Moreover,
every node builds a Hashgraph reflecting all of the gossip events. Nodes can reach Byzantine agreement on a total order
for all transactions locally (according to the Hashgraph they hold) without any more communication. We also use the
“gossip about gossip” protocol in Jointgraph. However, it is challenging to take a snapshot for the Hashgraph to release
the memory because of its complex confirmation protocol. Furthermore, if some node is found malicious, there is no rule
for the node replacement. The consensus algorithm of Byteball is also based on DAG. Each user should trust 12 witnesses,
which are responsible for the transactions' finality. Every transaction is packed into a unit, and units are linked to each
other such that each unit includes one or more hashes of earlier units. Byteball's security relies on the principle that the
number of malicious witnesses is less than a half. However, the throughput of Byteball is very slow, and it must take sev-
eral minutes for a transaction to be confirmed. Tangle is a DAG for IOTA to store transactions. For IOTA, the efficiency and
security can be improved with the number of nodes. Moreover, users are not required to pay any transaction fees. Thus,
IOTA is explicitly designed for the IoT industry. In IOTA, when a new transaction arrives, it must approve two previous
transactions. These approvals are represented by directed edges. In the case where there are conflicting transactions, the
nodes need to decide which transaction will become valid by running the Markov Chain Monte Carlo algorithm. How-
ever, in the current version of IOTA, there is a fully centralized role called “coordinator” to validate the transactions. 33,34

PHANTOM follows Bitcoin's model in almost every respect, including PoW, computationally bounded attacker, proba-
bilistic security guarantees, etc. The “only” difference is that a block references (possibly) several predecessors rather than
a single one. Conflux is a fast, scalable, and decentralized blockchain system, in which the consensus protocol is no longer
the throughput bottleneck. The bottleneck is at the processing capability of individual nodes. Similar to Bitcoin, Conflux
also operates with PoW mechanism. While in a consortium blockchain environment, it is unnecessary to use the energy
wasting PoW algorithm to reach consensus.

Blockchain with weak centralized nodes: Hyperledger Fabric is an open-source project within the Hyperledger
umbrella project. It is a flexible permissioned blockchain platform. Version 1.0 was launched in early 2017 and a critical
shortage of which is its extensibility. To overcome this limitation, researchers have designed, implemented, and evaluated
a BFT ordering service, which is provided by several weak centralized ordering nodes. The ordering service can achieve
up to ten thousand transactions per second.35 Our Jointgraph also sets a weak centralized node called a supervisor to
improve the consensus efficiency.

6 CONCLUSION AND FUTURE WORK

In this paper, we propose Jointgraph, which is a DAG-based efficient consensus algorithm with proved Byzantine
fault-tolerance for consortium blockchains. In Jointgraph, transactions are packed into events, and a new coming event
must be validated by more than 2/3 of all the members. There is a supervisor who can monitor the members' behavior and
join the consensus process to improve efficiency. The supervisor is also responsible for the memory release by taking snap-
shots of system states. The supervisor can also replace a malicious member without affecting the process of consensus.
The simulation results demonstrate that Jointgraph outperforms Hashgraph, which is one of the most popular DAG-based
algorithms, in both throughput and latency in many different situations. Our future work will focus on the implemen-
tation of Jointgraph in the real-life environment. Moreover, we are also interested in the cross-chain technologies,36-38

which are promised to break the information isolated island among different blockchains.
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